*Version du logiciel* : 1.10.2.

*Version du noyau* : 01/16

*Analyse système* : en profondeur

*Heuristique* : détaillée

**Date de l’analyse : 29 septembre 2017**

*ID analyse réseau* : FBA HQ LAN

*Portée* : 10.0.1.1 – 10.0.2.256

**Synthèse analyse**

*But de l’analyse : détection de malware/spyware (logiciel espion)*

*Menaces de spyware détectées* : 1

*Spyware résolu* : FlexiSpy/Spytech

*Processus réseau analysés* : 20145

*Processus réseau infectés* : 4

*Fichiers analyses* : 152789

*Fichiers infectés par un spyware* : 4

*Clés de registre analysées* : 4578

*Clés de registre infectées* : 124

*Spyware détecté sur appareils locaux* : 4

*ID ordinateurs locaux* : Grgs, Yorg, Artemida, Novas

*IP ordinateurs locaux* :

* Grgs 10.0.1.15
* Yorg 10.0.1.148
* Artemida 10.0.2.10
* Novas 10.0.1.150

*Démarrage de l’analyse* : 09/29/17 15:05

*Fin de l’analyse* : 09/29/17 18:25 PM

*Durée totale de l’analyse* : 3h 20 min.